REPORT URI TO PARTNER WITH PCI SECURITY STANDARDS COUNCIL TO HELP SECURE PAYMENT DATA WORLDWIDE

— As The Council’s Newest Associate Participating Organization, Report URI to Contribute to The Development of PCI Security Standards —

FOR IMMEDIATE RELEASE

England, UK, April 2023 — Report URI, who help companies protect their website from malicious JavaScript attacks like Magecart, announced today that it has joined the PCI Security Standards Council (PCI SSC) as a new Associate Participating Organization. Report URI will work with the PCI SSC to help secure payment data worldwide through the ongoing development and adoption of the PCI Security Standards.

The PCI SSC leads a global, cross-industry effort to increase payment security by providing flexible, industry-driven, and effective data security standards and programs. Global industry collaboration is critical to this mission. The Council’s Participating Organizations program brings together industry leaders to strategize about how to protect payment data from the latest threats and to anticipate the needs of an ever-changing payment ecosystem.

As an Associate Participating Organization, Report URI adds its voice to the standards development process and will collaborate with a growing community to improve payment security worldwide. Report URI will also have the opportunity to recommend new initiatives for consideration to the PCI Security Standards Council and share cross-sector experiences and best practices at the annual PCI Community Meetings.

“In an era of increasingly sophisticated attacks on systems, PCI Security Standards and resources help organizations secure payment data and prevent, detect and mitigate attacks that can lead to costly data breaches,” said Lance Johnson, Executive Director of the PCI Security Standards Council. “By joining as an Associate Participating Organization, Report URI has the opportunity to play an active part in improving payment security globally by helping drive awareness and adoption of PCI Security Standards.”

“Report URI was created so companies can defend themselves against attacks like Magecart and other malicious JavaScript injection. Not only can we detect Magecart attacks in real-time, we can stop them dead in their tracks. Data breaches have become increasingly common in recent years and in light of new regulation, like GDPR and CCPA, increasingly costly for organisations too. Report URI is a unified solution to protect against all these attacks, and more. By joining the PCI SSC as a Participating Organisation, we can help to drive forwards the standard that protects millions of Web users each and every day.” Scott Helme – Founder

About the PCI Security Standards Council
The PCI Security Standards Council (PCI SSC) leads a global, cross-industry effort to increase payment security by providing industry-driven, flexible and effective data security standards and programs that help businesses detect, mitigate and prevent cyberattacks and breaches. Connect with the PCI SSC on LinkedIn. Join the conversation on Twitter @PCISSC. Subscribe to the PCI Perspectives Blog.
Report URI is a market leader in browser security technologies and helps organisations protect their websites and their customers from some of the most serious cyber-attacks. With minimal effort you can deploy monitoring to detect and alert you to these attacks taking place in real-time. Visit our site to sign up for a free trial and contact us if you need any support.
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